No matter what your plans are, you have to

stay safe when you are away from home.
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Avoid sharing location

Be smart when and travel plans on Keep an eye on your
using public Wi-Fi: social media connected devices

- Keep your sessions brief Don't leave your cell
phone or tablet

unprotected

* Install anti-virus software

+ Use VPN
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Take sensitive data
off your devices

Clean up your
devices from
sensitive imagery
and information

5.

Update your OS

Keep your
devices updated

6 R L i.l‘.
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Use a privacy screen 7 "':"' o only when needed
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and keep your eyes open + Keep your
when you are Leave home prepared Bluethoot off
away from home -« Use it only

» Update your OS when needed

* Install anti-virus software

BE INSURED
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. Once every 3 months
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any suspicious
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Get your protection NOW!

Don't let cybercriminals ruin your vacation or a business trip.
Getting prepared and cautious only takes a few minutes.



